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☐  I would like to discuss at ITMC meeting 

☐  Other: 

  Enterprise Security Policy Name of Service, Program, Project or Issue:

  Key Points (discussion):
 
The Information Security Managers Group (ISMG) is going to work to establish minimum security requirements from 
an enterprise perspective that will establish the baseline security policy for the State of Montana.  ISMG will be using 
the common controls from the National Institute of Standards and Technology (NIST) security standards developed 
in its Special Publications document 800-53 Rev4 – Security and Privacy Controls for Federal Information Systems 
and Organizations.  The ISMG will work as a team to agree upon these minimum controls and needs all agencies to 
participate.  Work will begin after the April ISMG meeting.  All members will be invited to working sessions. 
 

  Impact:
 
These minimum requirements will establish the baseline security policy for all entities using the state network and 
data centers. 
 

   Key Dates:
 
April 18, 2013 – next ISMG meeting 

Other information and list any attachments: 
 
NIST SP 800-53 Rev4 Final Draft to be implemented April, 2013: 
http://csrc.nist.gov/publications/drafts/800-53-rev4/sp800_53_r4_draft_fpd.pdf 
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